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YOUR IP VIDEO SURVEILLANCE CHEAT SHEET:

Becoming a
Big Man on
Campuses

Higher risks, higher profiles, higher
scrutiny and higher expectations are driving
campuses to achieve higher levels of safety
and security. Along with that, however,

is a higher need to stretch dollars. Fortunately for integrators there are higher levels of
technology to satisfy these requisites and yield higher profits. BY SCOTT GOLDFINE

Becoming a trusted security solutions provider to school, univer-
sity, health-care and corporate customers entails expertise across

a range of business and technology considerations germane to
campus environments, Those integrators that invest the focus,
time and resources toward understanding these end users’ unique
organizational and safety needs, and how to match them to today’s
advanced technologies position themselves for a wealth of oppor-
tunity and long-term client relationships.

That’s because campuses not only have a great need for security
but are also prone to facility and grounds expansion. Thus they are
looking for partners, and this latest installment of Your IP Video
Cheat Sheet — once again brought to you by 1QinVision — con-
fers with one of the leading providers to the market for best practic-
es guidance. Experts from Texas-based LENSEC, responsible for
more than 30,000 camera installations in 30+ states, reveal the ropes

of satisfying and delivering optimized solutions to campus clients.

Network With the Network Manager
The first step when approaching a campus prospect is to identify
the primary stakeholders and chief decision-makers, and then
concentrate your efforts on and communications with those in-
dividuals. This encompasses a wide variety of job titles and roles,
from C-level and administrators to security and facility managers
to I'T/network engineers and technicians. In each case, the inte-
grator must be sensitive to their specialized needs and constraints.
“To become a trusted partner, we talk a lot about meeting with
the technology stakeholders, understanding both the physical

security architecture and the network topology,” says Jeff Kellick,
LENSEC director of product development. “Being able to under-
stand and meet with them from the very beginning really helps to
facilitate a good working relationship.”

Due to the superior features and capabilities of IP-based
security systems, especially video surveillance, the vast majority
of campus applications involve either migrating from analog,
upgrading existing networked systems or installing brand new IP
solutions. Thus, from both budget allocation and logistical stand-
points, the most critical person or people with whom to get buy-in
and ingratiate are often the IT managers. That means gaining an
intimate grasp of their pain points and helping to alleviate them.

“A lot of times the I'T department steers the business versus
the business steering the IT department,” says Jamie Bradford,
LENSEC director of system solutions. “It’s important to un-
derstand their language and to have a comprehension of the
technology. Many have a ‘not on my network’ attitude. You have
to engage them carly and gain their trust so they appreciate that
what you're trying to do is not going to damage them.”

That level of engagement can only come about if the integra-
tor has highly skilled sales and technical personnel comfortable
talking the I'T talk and walking the IT walk. It can be a steep
learning curve that requires understanding network topology,
transport, and the entire Open Systems Interconnection (OSI)
model from the wire all the way to the data presentation. The
degree of detail needed to get the thumbs up varies by project,

but it is critical for integrators to be able to intelligently speak a
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